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Question One: Security people
Solution 1A: Link: https://twitter.com/DAlperovitch/status/1285603552656859137 shows how two Chinese hackers stole the IP, including those for Covid-19 research. The tweet focuses on how the ministry can use hackers to acquire information.
Solution 1B: Link https://twitter.com/anton_chuvakin/status/1244772141830000640 shows how security measures are well-spoken but hard to implement. For instance, people are encouraged to encrypt everything. 
Solution 1C: Link: https://twitter.com/gcluley/status/1354852647887626245 shows that security researchers are supposed to take their work seriously. They are supposed to understand that hackers from North Korea are not their friends.
Solution 1D: Link: https://twitter.com/dangoodin001/status/988861154951741440?ref_src=twsrc%5Etfw%7Ctwcamp%5Etweetembed%7Ctwterm%5E988861154951741440%7Ctwgr%5E%7Ctwcon%5Es1_&ref_url=https%3A%2F%2Ftechbeacon.com%2Fsecurity%2Ftop-25-infosec-leaders-follow-twitter shows how Amazon was hijacked and the cryptocurrency stolen. The tweet is interesting as the event was suspicious, and the company could have taken caution. 
Solution 1E: Link: https://twitter.com/mikko/status/989150769638232064?ref_src=twsrc%5Etfw%7Ctwcamp%5Etweetembed%7Ctwterm%5E989150769638232064%7Ctwgr%5E%7Ctwcon%5Es1_&ref_url=https%3A%2F%2Ftechbeacon.com%2Fsecurity%2Ftop-25-infosec-leaders-follow-twitter show how to come up with master keys that open doors for different hotel rooms. The tweet demonstrates how the doors can be opened.
Question Two
Solution 2A: Link: https://www.darkreading.com/vulnerabilities---threats/8-most-overlooked-security-threats/d/d-id/1328973 shows the eight threats that individuals tend to overlook. Significantly, individuals focus on being keen in all situations to improve security. Most organizations tend to know the security threats they are supposed to take off, but they leave out on its most significant dangers.
Solution 2B: Link: https://www.darkreading.com/cloud/82--of-databases-left-unencrypted-in-public-cloud/d/d-id/1328966 shows how data in the databases are at risk. Notably, it is essential to note that only 18% of the database is encrypted, and the other percentage left unencrypted in the public cloud. This puts at risk the data that is stored in the database. 
Solution 2C: Link: https://threatpost.com/twitter-flaw-could-have-allowed-attacker-to-tweet-from-any-account/125881/ shows the insecurity that was witnessed on Twitter. Notably, attackers were allowed to tweet just like an average user which meant insecurity on Twitter.
Solution 2D: Link: https://www.schneier.com/essays/archives/2016/04/the_value_of_encrypt.html shows the importance of encryption and why organizations focus on ensuring that their data is encrypted both in transit and in the databases. Encryption is noted to be very vital in this era. 
Solution 2E: Link: https://resources.infosecinstitute.com/topic/recognize-phishing-emails/?utm_source=feedburner&utm_medium=feed&utm_campaign=Feed%3A%20infosecResources%20%28InfoSec%20Resources%29 shows how users can be able to avoid traps associated with phishing. Phishing has become a standard attack, and hence it is vital for understanding how to prevent it. 
