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As ETC says, instructions “provide specific, detailed steps” (254) and “should enable those who need them to perform the tasks covered” (255). Purpose-driven instructions inform readers about what to do and explain the benefits of following the instruction steps. This Document Three assignment requires you to demonstrate your understanding of instruction writing, of document design, and of strategies for successful communication.
The intended purpose of the Instructions for Preventing Cybersecurity Risks document (shown on the next page of these directions and adapted from M. E. Guffey’s 9th edition of Business Communication 2018) is to provide clear, concise, precise and well-organized instructions that help a specific Central Texas company’s fifty-five employees recognize and prevent hacking and other cybersecurity risks. However, this document fails to meet its purpose, because it is poorly organized, wordy/repetitious, insufficiently detailed and randomly designed.
So, your task is to revise this document and clarify what its readers must do and how they should respond to the instructions-writer. Your revision’s content should concisely and precisely include some of the information that appears in the flawed instructions memo, but you must also research-and-add or invent-and- add any missing details that the audience needs to know. As the re-writer of the Instructions for Preventing Cybersecurity Risks document, you must determine (and add) which details the employees need to know, and you must organize these details as instructions with clear, logical, easy-to-follow steps and explanations.

Two helpful sources of information for you to research are:
· National Institute of Technology’s Small Business Cybersecurity Corner
https://www.nist.gov/itl/smallbusinesscyber
· Jeff Greene’s March 19, 2020 Telework Security Basics
https://www.nist.gov/blogs/cybersecurity-insights/telework-security-basics
Do not simply copy-and-paste parts of a checklist or other suggestions; choose details you can tailor to suit the readers of your instructions-memo. The information from these two sources can help you think about what the memo-readers (audience) need to know, so that they can recognize and prevent hacking and other risks. However, you must analyze the audience and its needs. Provide APA documentation for the material you summarize, paraphrase, or quote from sources. Reminder: ETC Appendix B has info and examples for APA documentation. Additional info about documentation appears at https://owl.purdue.edu/owl/research_and_citation/apa_style/apa_formatting_and_style_guide/general_apa_faqs.html  
Because this document must include research, we are using the Bb tool for Submit with Safe Assign. Before you submit Document Three, use Safe Assign to help you detect any material that you have borrowed without documenting; after you submit your document, Safe Assign can show your instructor any material that you have borrowed without documenting.
For this assignment, your two-page revision of the Instructions for Preventing Cybersecurity Risks must

· include your identifying-heading and numbered pages
· provide purposeful graphics/illustrations 

· include 
· an introduction with specific background information/benefits and a well-focused main idea
· a body that specifies and clarifies each step in your set of instructions, explaining what to do, why to do it, and when to do it (Instructions include numbered chronological steps, but the body must also include other audience-friendly information--- not just numbered steps)
· an action-inducing conclusion paragraph that provides a way for memo-readers to acknowledge the instructions and to confirm their compliance

· display the proper format for an interoffice memo 
· a company logo at the top

· the memo’s DATE

· the specific group-name and title of the readers TO whom the memo is going

· the specific name and specific title of the memo-writer FROM whom the memo comes, including the memo-writer’s electronic signature /s/ and its date

· the specific SUBJECT heading of the memo

(The next page contains the poorly written Instructions that you must revise.)

***************************************************************************

Subject: Instructions for Preventing Cybersecurity Risks
TO: All Staff

Hackers and other bad actors are a threat to our organization’s cybersecurity, and we must stop this threat. This message is necessary because we cannot afford to expose any company information to this threat. 
1. In an effort to address this threat, we have met with cybersecurity professionals who have provided advice about some procedures to be instituted. There are basic, easy-to-follow steps that can protect our company:
2. Safeguard company information by never putting our information on your personal smart phone. If you lose your phone or if it gets stolen, any company information, data, photos on your phone might be compromised.

3. We all like the fact that thumb drives and other small devices are easy to use and to carry. But you should not store company files or information on these small devices. If they are lost or stolen, any company files and information might fall into the hands of bad actors.

4. Posting your company e-mail address on your personal social is also a problem.
The biggest problem, though, is phishing links. If an e-mail from an unfamiliar sender requires you to click links in order to view information or to receive a package or to download forms, you should be suspicious. You should be especially careful with messages that seem to be from HR departments or banking providers, because many phishers create clever, realistic fakes of real sites.

It is very important for you to follow these four steps now, while we wait for the cybersecurity professionals to activate a training program to help us recognize and prevent hacking and other cybersecurity risks. The training program should be activated by August 1, and you will have a designated userid and password for the program. Preventing risks to our company is the responsibility of all of us. Please acknowledge this message soon.  
***************************************************************************
Timetable for Document Three   
As part of Class Activities on Tuesday 3/9 
· Examine and consider all Document Three files (Module 3: Activities Guide)
· Consider how illustrations and design can affect a document

· Consider how including strong verbs, numbering steps, and organizing paragraphs affect an instructions document 

As part of HOMEWORK between 3/10—3/12
· Watch the video Instructions: Design and Format
· Re-consider how illustrations and design, strong verbs, numbered steps, organized paragraphs can affect Doc Three

· Re-examine ETC pages 347-350 and the Bb-posted APA Documentation handout 
· Complete and save the pre-writing form for Document Three (NOTE: We do not have a WORKSHOP for Doc Three; so, use the pre-writing form as a way to self-check your Purpose/Audience/Content)
For Class Activities on Saturday 3/13
· Write your Document Three 
· By 8 PM submit your Document Three, by posting it as an attachment in its Module 3 Submission Box 
NOTE: Because this document must include research, we are using the Bb tool for Submit with Safe Assign.
APA Documentation for Document Three

When you include details from a source that you research, you must also document it {See ETC Appendix B}. The examples below illustrate how to APA document two online sources. Notice that the sources are alphabetized; also, notice the single-spacing within each source, with a line-space between each source AND notice the indenting.
Greene, Ethan. (2020, March 19). Telework Security Basics.

Retrieved from https://www.nist.gov/blogs/cybersecurity-insights/telework-security-basics
National Institute of Standards and Technology. (n.d.). Small Business Cybersecurity Corner. 

Retrieved from https://www.nist.gov/itl/smallbusinesscyber
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